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	Reason for change:
	The current design of PCC procedures (using PolicyControl (SM) and EventExposure services) has a few deficiencies as outlined below:
Efficiency

•
Handling PDU session updates requires at least 2 separate interactions (Event notification, then policy decision updates via UpdateNotify). This results in: At least doubling processing/network load, Increase latency to get policy decisions’ updates

Tight coupling

•
Handling PDU session updates results in tight coupling between the event notification and UpdateNotify as the SMF has to understand that it needs to wait for the UpdateNotify before it can respond back to the triggering procedure (e.g. N11 session update).

Race conditions

•
When a PDU session is created, subscriptions to event happens separately from policy decision provisioning. This create a window of time where events may occur before the PCF can subscribe to them, e.g. if a RAT change occurs in between PDU session establishment and the subscription to events. Similarly during a PDU session time may elapse between the event notification provided by the SMF, and the consequent/corresponding policy rules provided by the PCF. During that time the system is not in stable state. For example a user may breech the quota or otherwise may use an authorized service without the NW being able to properly address the situation. 

Some optimizations to the PCF services are suggested, in order to resolve the identified issues.
Consequently, the procedure ‘Session Management Policy Modification’ needs to be accordingly aligned.
Note that there is a companion discussion paper ‘Discussion on optimizations to PCF services’ that illustrates the above reasons for change. 

	
	

	Summary of change:
	This document proposes updating 23.502 Session Management Policy Modification procedure based on the Npcf_SMPolicyControl service optimization(s) introduced in an accompanying paper “Update of Npcf_SMPolicyControl service”.

This optimization enables the PCF to subscribe to event notifications and to receive event notifications from the SMF by using the Npcf_SMPolicyControl service. Specifically event notification from SMF to PCF can be done in step 1a by using the Npcf_SMPolicyControl_Get service operation. Step 2a may include subscription by the PCF to Event Triggers by using the response to the Npcf_SMPolicyControl_Get service operation. Similarly, Step 5 may include subscription by the PCF to Event Triggers by using the pcf_SMPolicyControl_UpdateNotify service operation.Consequently steps 7 and 8 are not needed, and so are removed from the procedure.
On top of that it makes more sense now to split the procedure into two procedures: Session Management Policy Modification triggered by the PCF, Session Management Policy Modification triggered by the SMF.

	
	

	Consequences if not approved:
	Quite inefficient procedure relative to EPC impacting messaging/processing/network/latency, tight coupling in the design of different services (PolicyControl and EventExposure) and race conditions issues. As part of it section numbers and step numbers were adjusted.
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*************** Start of changes ***************

4.16.5
Session Management Policy Modification
This procedure is further broken down into two sub procedures: 

1. Session Management Policy Modification triggered by the PCF. 

2. Session Management Policy Modification triggered by the SMF. 
4.16.5.1
Session Management Policy Modification triggered by the PCF
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Figure 4.16.5.1-1: Session Management Policy Modification triggered by the PCF
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF subscribes all the events in the H-SMF.


1a.
Optionally, the AF provides/revokes service information to the PCF due to AF session signalling.
1b. Alternatively, optionally, the OCS provides a Spending Limit Report to the PCF as described in clause 4.16.x.5.

2a.
The PCF stores the service information if available and responds with Acknowledgment to the AF.
2.
If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clauses 4.16.x.2, 4.16.x.3 and 4.16.x.4.
1c.
Aletnatively, UDR detects that the subscriber´s policy data of a UE has been changed.

1d.
If (H-)PCF subscribed to notification of subscriber´s policy data change, the UDR notifies the (H-)PCF of the updated subscriber profile via Nudr_User_Data_Management_Notify service operation service operation including SUPI and the updated subscriber policy data. 
3.
The PCF makes the authorization and policy decision

4.
The PCF may decide as output of policy decision in step 3 and sends the updated PCC rules to the SMF. Along with the PCC rules the PCF may provide subscription to Event Triggers.
5.
The SMF acknowledges the operation to the PCF and enforces the decision.



4.16.5.2
Session Management Policy Modification triggered by the SMF
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Figure 4.16.5.2-1: Session Management Policy Modification triggered by the PCF
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF subscribes all the events in the H-SMF.

1.
Optionally, the SMF notifies the PCF about an event that the PCF previously subscribed, by invoking Npcf_SMPolicyControl_Get service operation. The SMF provides the event that generated the notification and the event information.

2.
The PCF makes the authorization and policy decision.
3.
The PCF stores the information and responds to the SMF. This is done by using the Npcf_SMPolicyControl_Get service operation response. This response may include policy decision and/or subscription to Event Triggers.
*************** End of changes ***************
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5. Npcf_SMPolicyControl_UpdateNotify response
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6. Npcf_SMPolicyControl_UpdateNotify response
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